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Name of National Law Cybersecurity Act (CCA) Zakon o kibernetičkoj sigurnosti

Entered into force February 15th, 2024

Link to current draft 

or equivalent

https://www.zakon.hr/z/3718/zakon-o-kibernetickoj-sigurnosti

Scope (deviating from 

NIS-2-Directive)

(Additional) categories of entities in scope: Criteria as outlined in NIS-2, but exclusively to companies registered in 

Croatia; public electronic communication networks and services must adhere regardless of their registration in 

Croatia.

Registration ICT service providers must register with Croatian Security and Intelligence Agency (SOA).

Information Security

Standards referenced

ISO 27001

Incident reporting Essential and important entities are obliged to inform the competent Computer Security Incident Response Team at 

the Croatian Academic and Research Network (CARNET) about significant incidents.

Authority / CSIRT Croatian Security and Intelligence Agency (SOA) / Computer Security Incident Response Team at the Croatian 

Academic and Research Network (CARNET)

Fines (deviating from 

NIS-2-Directive)

• EUR 10.000.000 or 2 % global annual revenue depending on which is higher, like GDPR fines.

Worth mentioning The mechanism for vetting the supply chain will only apply to providers of strategically significant services.
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